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ASSISTANT SECRETARY OF DEFENSE (Command, Control, Communications & Intelligence)

MEMORANDUM FOR UNDER SECRETARIES OF DEFENSE


ASSISTANT SECRETARY OF THE ARMY (RD&A)


ASSISTANT SECRETARY OF THE NAVY (RD&A)


ASSISTANT SECRETARY OF THE AIR FORCE (ACQUISITION).(SAF/AQ)


DIRECTORS OF THE DEFENSE AGENCIES


DIRECTOR, JOINT STAFF

SUBJECT:
Technical Architecture Framework for Information Management (TAFIM), Version 2.0

DATE:
March 30, 1995 


My memorandum dated June 23, 1994 established the TAFIM as the single framework to promote the integration of Department of Defense (DoD) information systems, expanding the opportunities for interoperability and enhancing our capability to manage information resources across the Department.  The latest version of the TAFIM, Version 2.0, is complete and fully coordinated.  Version 2.0 consists of seven volumes as shown in the attachment.  The TAFIM will continue to guide and enhance the evolution of the Department’s information systems technical architectures.


I want to reiterate two important points that I made in my June 1994 memorandum.  First, the Department remains committed a long range goal of an open systems environment where interoperability and cross functional integration of our system and portability/reusability of our software are key benefits.  The TAFIM establishes that direction.  Second, the further selection and evaluation of migration systems should take into account this long range goal by striving for conformance to the TAFIM to the extent possible.


Effective immediately, new DoD information systems development and modernization programs will conform to the TAFIM.  Evolutionary changes to migration systems will be governed by conformance to the TAFIM


The TAFIM is maintained the Defense Information Systems Agency (DISA) and is available electronically via the DISA On-Line Standards Library.  Hardcopy is available through the Defense Technical Information Center.  The TAFIM is an evolving set of documents and comments for improving may be provided to DISA at any time.  The DISA Action officer is Mr. Bobby Zoll, (703) 735-3552.  The OSD action officer is Mr. Terry Hagle, (703) 604-1486.

Emmett Paige, Jr. 

ATTACHMENT

Technical Architecture Framework

for Information Management

Version 2.0
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MEMORANDUM FOR


SECRETARIES OF THE MILITARY DEPARTMENTS



ATTENTION:  SERVICE ACQUISITION EXECUTIVES


ASSISTANT SECRETARY OF DEFENSE (COMMAND, CONTROL, COMMUNICATIONS, & INTELLIGENCE)


DIRECTOR, DEFENSE INFORMATION SYSTEMS AGENCY


DIRECTOR, DEFENSE LOGISTICS AGENCY


DIRECTOR FOR FORCE STRUCTURE, RESOURCES & ASSESSMENT, JOINT STAFF (J-8)


DIRECTOR, TEST AND EVALUATION, OUSD(A&T)


DEPUTY UNDER SECRETARY OF THE ARMY (OPERATIONS RESEARCH)


DIRECTOR, NAVY TEST & EVALUATION & TECHNOLOGY REQUIREMENTS


DIRECTOR, AIR FORCE TEST & EVALUATION

SUBJECT:
Software Maturity Criteria for Dedicated Operational Test and Evaluation of Software-Intensive Systems
REFERENCE:
GAO/NSIAD-93-198, “Test and Evaluation:  DoD Has Been Slow in Improving Testing of Software-Intensive Systems,” dated September 29, 1993

DATE:
May 31, 1994

As a part of the Department’s initiative to address the General Accounting Office’s (GAO) recommendations on the Department’s test and evaluation policy of software-intensive systems, I am issuing the following guidance to establish the software maturity criteria for the dedicated OT&E (in support of full rate production decisions or deployment decisions) of software-intensive systems.  It is my intent to include this guidance in the revisions to the DoD 5000 and 8120 policy documents.


To improve the success rate of OT&E for software-intensive systems, and to prevent immature software-intensive systems from entering OT&E, software maturity must be demonstrated prior to the start of the dedicated OT&E.  The following conditions must be satisfied and the results presented at the operational test readiness review that precedes the OT&E:


a.  The system must not possess any know Priority I or II problems (as defined by the DoD-STD-2167A) that impact the OT&E so as to constitute a deficiency relative to a critical operational issue.  Priority III problems must be documented with appropriate impact analyses completed.  These impact analyses must focus on the problems’ potential impact to the system’s mission capability and the ability to resolve the affected critical operational issues.  After the problems and their associated impact analyses are reviewed by the functional proponent, operational test agency, and other participating organizations, recommendations on whether to proceed, delay, or cancel the OT&E can be made to the designated Service or Agency operational test certification official.


b.  System functionality to be operationally tested and evaluated must be available prior to the start of OT&E and must have been developmentally tested.  In particular, the system features that are required to support specific requirements and the system interfaces that are required to interoperate with external systems must be certified to be functional, preferably in an operationally realistic environment (real users, data, procedures, etc.) against operational requirements.


c.  The program management office in conjunction with the Service’s or Agency’s independent evaluator must identify all the unmet critical technical parameters and open deficiencies that have been noted during the developmental test and evaluation.  During certification of readiness for dedicated OT&E, the acquisition executive must certify and the operational test agency must agree that the software requirements and design are stable, that software and interface testing of sufficient depth and breadth has been performed, and that required functionality has been successfully demonstrated at the system level in developmental testing.  Impact analyses, on the shortfalls’ potential impact to the system’s mission capability and the ability to resolve the affected critical operational issues, must be completed.


d.  A deficiency identification, tracking, and reporting system must be in place to support the monitoring of deficiency reports by the operational test agency.  Further, a software configuration management system with the associated control procedures must be in place prior to the start of OT&E.  Software-intensive systems to be operationally tested must be baselined in the configuration management system.  During the operational test phase, the operational test agency must have complete access to the configuration management system.


e.  Software or firmware changes, if any, must be completed prior to the start of OT&E and must not be implemented during the OT&E unless specifically acknowledged and concurred by the responsible operational test agency.  The expected impact of these changes on the OT&E data stream and the evaluation of the critical operational issues must be addressed by the responsible operational test agency to assist in the decision to allow the change(s) during OT&E.

L.H. Frame for

Director

OFFICE OF THE ASSISTANT SECRETARY OF DEFENSE (C3I)

3300 DEFENSE PENTAGON

WASHINGTON, DC 20301-3300

MEMORANDUM FOR UNDER SECRETARIES OF DEFENSE


COMPTROLLER OF THE DEPARTMENT OF DEFENSE


ASSISTANT SECRETARY OF THE ARMY (RD&A)


ASSISTANT SECRETARY OF THE NAVY (RD&A)


ASSISTANT SECRETARY OF THE AIR FORCE ((ACQUISITION)(SAF/AQ))


DIRECTORS OF THE DEFENSE AGENCIES


DIRECTOR, JOINT STAFF

SUBJECT: 
Technical Architecture Framework for Information Management (TAFIM)

DATE:
June 23, 1994


This memorandum affirms Department of Defense (DoD) commitment to the Technical Architecture Framework for Information Management (TAFIM).  Since January 1993, the TAFIM has served as the single framework to promote the integration of DoD information systems, thus expanding the opportunities for interpretability and enhancing our capability to manage information resources across the Department.  The TAFIM will guide the evolution of the Department’s information system technical architectures.


As a long-range goal, the Department is fully committed to an open systems environment, enabling information systems to be developed, operated, and maintained independent of proprietary technical solutions.  The TAFIM establishes the direction for an open systems environment that focuses on a standards-based architecture critical to achieving interoperability and cross-functional integration.


New DoD information systems development and modernization programs will conform to the TAFIM, Volume 1 - Implementation Concept, Volume 2 -Architecture Guidance and Design Concepts, Volume 3 -Reference Model and Standards Profile and subsequent forthcoming volumes.  The selection and evaluation of migration systems should take into account our long-range goal by striving for conformance to the TAFIM to the extent possible. As stated in my November 12, 1993 memorandum, “Selection of Migration Systems,” conformance to the TAFIM is a key technical factor to be considered in the selection of migration systems.  In addition, the evolutionary changes to migration systems will be governed by conformance to the TAFIM.  Requests for exceptions, with supporting rationale, should be forwarded to this office for consideration.


The TAFIM is maintained by Defense Information systems Agency’s (DISA’s) Center for Architecture and is available through the National Technical Information Service (NTIS) and the Defense Technical Information Center (DTIC).  Attached are the DTIC accession numbers for each document.  The TAFIM is an evolving set of documents and comments for improving may be provided to DISA at any time.  The action officer for this matter is Mr. Terry Hagle, (703) 604-1486.

Emmett Paige, Jr.

ATTACHMENT

DTIC ACCESSION NUMBERS FOR TAFIM

DOCUMENT NUMBER
ACCESSION 
Implementation Concept, Vol 1
AD-A261 911

Architecture Guidance and Design Concepts, Vol 2
AD-A261 912

Reference Model and Standards Profile, Vol 3
AD-A261 913

MEMORANDUM FOR SECRETARIES OF THE MILITARY DEPARTMENTS


CHAIRMAN OF THE JOINT CHIEFS OF STAFF


UNDER SECRETARIES OF DEFENSE


COMPTROLLER


ASSISTANT SECRETARY OF DEFENSE (COMMAND, CONTROL, COMMUNICATIONS, AND INTELLIGENCE)


GENERAL COUNSEL


INSPECTOR GENERAL


DIRECTOR OF OPERATIONAL TEST AND EVALUATION


DIRECTORS OF THE DEFENSE AGENCIES


COMMANDER-IN-CHIEF, U.S. SPECIAL OPERATIONS COMMAND

SUBJECT:
Specifications & Standards — A New Way of Doing Business
DATE:
29 June 1994

To meet future needs, the Department of Defense must increase access to commercial state-of-the-art technology and must facilitate the adoption by its suppliers of business processes characteristic of world class suppliers.  In addition, integration of commercial and military development and manufacturing facilitates the development of dual-use processes and products and contributes to an expanded industrial base that is capable of meeting defense needs at lower costs.


I have repeatedly stated that moving to greater use of performance and commercial specifications and standards is one of the most important actions that DoD must take to ensure we are able to meet our military, economic, and policy objectives in the future.  Moreover, the Vice President’s National Performance Review recommends that agencies avoid government-unique requirements and rely more on the commercial marketplace.


To accomplish this objective, the Deputy Under Secretary of Defense (Acquisition Reform) chartered a Process Action Team to develop a strategy and a specific plan of action to decrease reliance, to the maximum extent practicable, on military specifications and standards.  The Process Action Team report, “Blueprint for Change,” identifies the tasks necessary to achieve this objective.  I wholeheartedly accept the Team’s report and approve the report’s primary recommendation to use performance and commercial specifications and standards in lieu of military specifications and standards, unless no practical alternative exists to meet the user’s needs.  I also accept the report of the Industry Review Panel on Specifications and Standards and direct the Under Secretary of Defense (Acquisition and Technology) to appropriately implement the Panel’s recommendations.


I direct the addressees to take immediate action to implement the Team’s recommendations and assign the Under Secretary of Defense (Acquisition and Technology) overall implementation responsibility.  I direct the Under Secretary of Defense (Acquisition and Technology) to immediately arrange for reprogramming the funds needed to FY94 and FY95 to efficiently implement the recommendations.  I direct the Secretaries of the Military Departments and the Directors of the Defense Agencies to program funding for FY96 and beyond in accordance with the Defense Planning Guidance.

Policy Changes

Listed below are a number of the most critical changes to current policy that are needed to implement the Process Action Team’s recommendations.  These changes are effective immediately.  However, it is not my intent to disrupt on-going solicitations or contract negotiations.  Therefore, the Component Acquisition Executive (as defined in Part 15 of DoD Instruction 5000.2), or a designee, may waive the implementation of these changes for on-going solicitations or contracts during the next 180 days following the data of this memorandum.  The Under Secretary of Defense (Acquisition and Technology) shall implement these policy changes in DoD Instruction 5000.2, the Defense Federal Acquisition Regulation Supplement (DFARS), and any other instructions, manuals, regulations, or policy documents, as appropriate.

Military Specifications and Standards:  Performance specifications shall be used when purchasing new systems, major modifications, upgrades to current systems, and nondevelopmental and commercial items, for programs in any acquisition category.  If it is not practicable to use a performance specification, a non-government standard shall be used.  Since there will be cases when military specifications are needed to define an exact design solution because there is no acceptable non-government standard or because the use of a performance specification or non-government standard is not cost effective, the use of military specifications and standards is authorized as a last resort, with an appropriate waiver.

Waivers for the use of military specifications and standards must be approved by the Milestone Decision Authority (as defined in Part 2 of DoD Instruction 5000.2).  In the case of acquisition category 1D programs, waivers may be granted by the Component Acquisition Executive, or a designee.  The Director, Naval Nuclear Propulsion shall determine the specifications and standards to be used for naval nuclear propulsion plants in accordance with Pub. L. 98-525 (42 U.S.C. §7158 note).  Waivers for reprocurement of items already in the inventory are not required.  Waivers may be made on a “class” or item basis for a period of time not to exceed two years.

Innovative Contract Management:  The Under Secretary of Defense (Acquisition and Technology) shall develop, within 60 days of the date of this memorandum, Defense Federal Acquisition Regulation Supplement (DFARS) language to encourage contractors to propose non-government standards and industry-wide practices that meet the intent of the military specifications and standards.  The Under Secretary will make this language effective 180 days after the date of this memorandum.  This language will be developed for inclusion in both requests for proposal and in on-going contracts.  These standards and practices shall be considered as alternatives to those military specifications and standards cited in all new contracts expected to have a value of $100,000 or more, and in existing contracts of $500,000 or more having substantial contract effort remaining to be performed.


Pending completion of the language, I encourage the Secretaries of the Military Departments and the Directors of the Defense Agencies to exercise their authority to use solicitation and contract clause language such as the language proposed in the Process Action Team’s report.  Government contracting officers shall expedite the processing of proposed alternatives to military specifications and standards and are encouraged to use the Value Engineering no-cost settlement method (permitted by FAR 48.104-3) in existing contracts.

Program Use of Specifications and Standards:  Use of specifications and standards listed in DoD Instruction 5000.2 is not mandatory for Program Managers.  These specifications and standards are tools available to the Program Manager, who shall view them as guidance, as stated in Section 6-Q of DoD Instruction 5000.2
Tiering of Specifications and Standards:  During production, those system specifications, subsystem specifications and equipment/product specifications (through and including the first-tier references in the equipment/product specifications) cited in the contract shall be mandatory for use.  Lower tier references will be for guidance only, and will not be contractually binding unless they are directly cited in the contract.  Specifications and standards listed on engineering drawings are to be considered as first-tier references.  Approval of exceptions to this policy may only be made by the Head of the Department or Agency Standards Improvement Office and the Director, Naval Nuclear Propulsion for specifications and drawings used in nuclear propulsion plants in accordance with Pub. L. 98-525 (42 U.S.C. §7158 Note).
New Directions
Management and Manufacturing Specifications and Standards:  Program Managers shall use management and manufacturing specifications and standards for guidance only.  The Under Secretary of Defense (Acquisition and Technology) shall develop a plan for canceling these specifications and standards, inactivating them for new designs, transferring the specifications and standards to non-government standards, converting them to performance-based specifications, or justifying their retention as military specifications and standards.  The plan shall begin with the ten management and manufacturing standards identified in the Report of the Industry Review Panel on Specifications and Standards and shall require completion of the appropriate action, to the maximum extent practicable, within two years.
Configuration Control:  To the extent practicable, the Government should maintain configuration control of the functional and performance requirements only, giving contractors responsibility for the detailed design.

Obsolete Specifications:  The “Department of Defense Index of Specifications and Standards” and the “Acquisition Management System and Data Requirements Control List” contain outdated military specifications and standards and data requirements that should not be used for new development efforts.  The Under Secretary of Defense (Acquisition and Technology) shall develop a procedure for identifying and removing these obsolete requirements.

Use of Non-Government Standards:  I encourage the Under Secretary of Defense (Acquisition and Technology) to form partnerships with industry associations to develop non-government standards for replacement of military standards where practicable.  The Under Secretary shall adopt and list in the Department of Defense Index of Specifications and Standards” (DoDISS) non-government standards currently being used by DoD.  The Under Secretary shall also establish teams to review the federal supply classes and standardization areas to identify candidates for conversion or replacement.
Reducing Oversight:  I direct the Secretaries of the Military Departments and the Directors for the Defense Agencies to reduce direct Government oversight by substituting process controls and non-government standards in place of development and/or production testing and inspection and military-unique quality assurance systems.
Cultural Changes
Challenge Acquisition Requirements:  Program Managers and acquisition decision makers at all levels shall challenge requirements because the problem of unique military systems does not begin with the standards.  The problem is rooted in the requirements determination phase of the acquisition cycle.
Enhance Pollution Controls:  The Secretaries of the Military Departments and the Directors of the Defense Agencies shall establish and execute an aggressive program to identify and reduce or eliminate toxic pollutants procured or generated through the use of specifications and standards.

Education and Training:  The Under Secretary of Defense (Acquisition and Technology) shall ensure that training and education programs throughout the Department are revised to incorporate specifications and standards reform.
Program Reviews:  Milestone Decision Authority (MDA) review programs at all levels shall include consideration of the extent streamlining, both in the contract and in the oversight process, is being pursued.  The MDA (i.e., the Component Acquisition Executive or his/her designee, for all but ACAT 1D programs) will be responsible for ensuring that progress is being made with respect to programs under his/her cognizance.
Standards Improvement Executives:  The Under Secretaries of the Military Departments, and the Director of the Defense Logistics Agency shall appoint Standards Improvement Executives within 30 days.  The Standards Improvement Executives shall assume the responsibilities of the current Standardization Executives, support those carrying out acquisition reform, direct implementation of the military specifications and standards reform program, and participate on the Defense Standards Improvement Council.  The Defense Standards Improvement Council shall be the primary coordinating body for the specification and standards program within the Department of Defense and shall report directly to the Assistant Secretary of Defense (Economic Security).  The Council shall coordinate with the Deputy Under Secretary of Defense (Acquisition Reform) regarding specification and standards reform matters, and shall provide periodic progress reports to the Acquisition Reform Senior Steering Group, who will monitor overall implementation progress.
Management Commitment

This Process Action Team tackled one of the most difficult issues we will face in reforming the acquisition process.  I would like to commend the team, composed of representatives from all of the Military Departments and appropriate Defense Agencies, and its leader, Mr. Darold Griffin, for a job well done.  In addition, I would like to thank the Army, and in particular, Army Materiel Command, for its administrative support of the team.


The Process Action Team’s report and the policies contained in this memorandum are not a total solution to the problems inherent in the use of military specifications and standards; however, they are a solid beginning that will increase the use of performance and commercial specifications and standards.  Your leadership and good judgment will be critical to successful implementation of this reform.  I encourage you and your leadership teams to be active participants in establishing the environment essential for implementing this cultural change.


This memorandum is intended only to improve the internal management of the Department of Defense and does not create any right or benefit, substantive or procedural, enforceable at law or equity by a party against the Department of Defense or its officers and employees.

William J. Perry

MEMORANDUM FOR SECRETARIES OF THE MILITARY DEPARTMENTS


ATTN:  SERVICE ACQUISITION EXECUTIVES


VICE CHAIRMAN, JOINT CHIEFS OF STAFF

SUBJECT:
Software Acquisition Best Practices Initiative
DATE:

July 8, 1994


Current DoD software acquisition practices have not proven to provide an effective framework for managing the acquisition of large-scale software development and maintenance programs that are an essential part of our increasingly complex weapons systems.  Although many excellent practices for effectively managing such programs exist in both industry and government, their understanding and use within our software acquisition programs is not widespread.  The April 6, 1994, memorandum from the Director, Acquisition Program Integration, OUSD(A&T), alerted Service Acquisition Executives to the importance of integrating these practices into their software acquisition processes.


We share these concerns, and together have established the Software Acquisition Best Practices Initiative to improve and restructure our software acquisition management process.  The purposes of this initiative are to:

•
Focus the Defense acquisition community on employing effective, high-leverage software acquisition management practices;

•
Enable Program Managers to focus their software management efforts on producing quality software, rather than on activities directed towards satisfying regulations that have grown excessively complex over time;

•
Enable Program Managers to exercise flexibility in implementing Best Practices within disparate corporate and program cultures; and,

•
Provide Program Managers and staff with the training and tools necessary to effectively use and achieve the benefits of these practices.


This Initiative will identify practices used by successful software projects from both government and industry, and will expand and support the efforts now underway by the Software Program Managers Network to identify and convey these practices.  These practices are to be defined as criteria-based practices.  The Defense Acquisition Management process, managed under DoD Instructions 5000.2 and 8000, and the associated program review processes will be modified to effectively implement them.  Successfully accomplishing this initiative is fundamental to achieving urgently needed improvements to our software acquisition practices.


The Director, Test and Evaluation, OUSD(A&T) and the Deputy Assistant Secretary (C3I Acquisition) are directed to jointly define, implement, and manage this initiative.  Please designate a representative having substantial experience in directly managing large-scale Mission-Critical or C3I software development projects to participate in formulating and implementing this initiative.  Provide your designee’s name, phone, and resume by July 29, 1994, to the Director, Test and Evaluation, OUSD(A&T).  Please direct questions to the Network’s Coordinator, Norm Brown, at (703) 521-5231 (e-mail:  nbrown@nadc.navy.mil).

Noel Longuemare

Under Secretary of Defense

(Acquisition and Technology) (Acting)

 Emmett Paige, Jr.

Assistant Secretary of Defense

 (Command, Control, Communications, and Intelligence)

MEMORANDUM FOR


SEE DISTRIBUTION

SUBJECT:
Data Element Standardization in Automated Information Systems Development
DATE:
September 8, 1994

The DoD program to establish standard data elements is central to the goal of improving information system interoperability across the department.  It is an essential element in the Joint Staff goals within the C4I for the Warrior initiative and the Air Force “Horizon” strategy.  In working toward these goals, the support of the Air Force development community is key to the program’s success.  The attached document provides policy and direction to the Air Force automated information systems development community, clarifying steps program managers will take to use approved DoD standard data elements in their applications development and acquisition.


Additionally, the document highlights the importance of organizing data according to the classes of data identified in DoD Manual 83201-M-1 as an evolutionary step to creating standard data elements where none yet exist.  This policy is effective immediately for all Air Force organizations and will be incorporated in the next revision of AFI 33-110.


Questions with respect to this policy can be directed to HQ USAF/SCTA, Maj Roger VanEpps, DSN 225-1704.

CARL G. O’BERRY, Lt Gen, USAF

DCS/Command, Control Communications, and Computers

Headquarters United States Air Force

LLOYD K MOSEMANN, II

Deputy Assistant Secretary

of the Air Force (Communications,

Computers, and Support Systems)

ATTACHMENT

Implementation of Data Standards in AIS Development
1.
INTRODUCTION

The DoD program to establish standard data elements across the department is essential in achieving interoperability to meet the needs of the warfighter.  As a supplement to the DoD 8320.1-M guidance, the Air Force has issued AFI 33-110.  This document reiterates key aspects of the Air Force policy to the automated information system (AIS) development community and gives specific guidance on several data elements which are applicable in development and modification efforts already underway.

2.
SCOPE

AFI 33-110 establishes roles and responsibilities throughout the Air Force to facilitate development and implementation of the DoD standardized data elements.  Although the current pool of DoD-approved standard data elements contains less than 1000 elements, the rate of growth is expected to increase dramatically in the months ahead, and development organizations must begin incorporating these standard data elements into their applications.  Program managers will look in the Defense Data Repository System (DDRS) for approved and candidate data elements which will meet their requirements.  In cases where no appropriate data element is found in DDRS, program managers will comply with DoD Manual 8320.1-M-1 to use industry standards where available and seek support from AFC4A to develop standard data elements if necessary.  Additionally, the near-term guidance defined below establishes some specific instances of standard data formats to be implemented as an initial effort in standardization.  This policy is mandatory for all new AIS development projects and for development or modifications which affect 30 percent or more of the system.

3.
IMPLEMENTATION

In order to use standard data elements in new systems development and major systems modifications, developers will first need to understand the overall concepts of the DoD data administration program.  To support this, training opportunities are available as outlined below.  Developers will also need to have access to the DDRS to determine what data elements are already standardized and to investigate which ones might apply to their applications (see Access information below).  In addition to DDRS access, AFC4A/XPSD can provide assistance in performing queries and interpreting the contents of the DDRS.

3.1  Access

Access to the pool of DoD standardization data elements is available via Defense Digital Network (DDN) in the DDRS and is controlled by the DISA/JIEO Data Administration Program Management Office (DAPMO).  Requests for access are processed by Ms Patty Rowland, (703) 681-2166.

3.2  Training

The current DoD Data Administration training curriculum is outlined below:
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Training authorizations are available through the Air Force C4 Agency (contact Ms Ruth Johnston, AFC4A/XPSD, DSN 576-5700).
3.3  Near-Term Guidance

In the next 12 to 18 months, while initiatives are underway to develop the required data models and data element submission packages, program managers will, as a minimum, apply the following format standards as an initial step:

•
In specific instances where data elements are being defined for date values, the DoD standard yyyymmdd (yyyy = year, mm = month, dd = day) digital format will be applied.  This means that all date values will be stored in a standard format.  Applications may use alternate formats to display this data, but all storage and transmission of date data will be as defined here.  This will facilitate full standardization at a later time when the standard data element name is selected.

•
In instances where data elements are being defined to store latitude and longitude data, the format for latitude will be floating point expressed with a low range of minus 90 (stored as -90.00000000) and a high range of plus 90 (stored as 90.00000000).  The format for longitudes will be expressed similarly (stored as -180.00000000 to a high range of 180.0000000).

•
In instances where time of day is being expressed in hours, minutes, seconds, and the level of accuracy is to the second, the standard digital format will be hhmmss (hh = hours, mm = minutes, ss = seconds), and values will extend from 000001 to 240000.


In other cases, data should be organized according to DoD 8320.1-M-1 defined classwords.  By organizing data bases such that the data types are aligned with these classes of data, developers will be one step closer to compliance with the DoD standard and will be able to more easily relate their data to DoD standardized elements as they are approved.

4.
REFERENCES

4.1
DoD Directive 8320.1, “DoD Data Administration,” 26 Sep 91.

4.2
DoD Manual 8320.1-M, “Data Administration Procedures Manual,” Mar 94.

4.3
DoD Manual 8320.1-M-1, “Data Element Standardization Procedures,” Jan 93.

4.4
Air Force Instruction 33-110, “Air Force Data Administration Program,” 25 May 94.

4.5
FIPS Pub 184, “Integrated Definition for Information Modeling (IDEF1X),” 21 Dec 93.

SAIS-ADW

MEMORANDUM FOR DISTRIBUTION

SUBJECT:
Preparation for Implementing Army Software Test and Evaluation Panel (STEP) Metrics Recommendations
DATE:
January 4, 1993

1.
This memorandum announces the Army’s intent to implement the use of STEP metrics.  Much time and effort went into STEP with its primary thrust being to improve the readiness of Army software using testing and evaluation (T&E) methods and processes.

2.
Testing of all Army software, to include metrics, will be governed by AR 73-1, Test and Evaluation Policy.  The Deputy Under Secretary of the Army (Operations Research) supported by the Army’s Test and Evaluation Management Agency are the proponents for this new policy.  Procedures for implementing T&E policy will be contained in draft DA Pam 73-1, Test and Evaluation Guidelines.  Draft DA Pam 73-1 is implemented (20 Oct 92) as an interim operating instruction concurrent with Army-wide staffing.  Publication is projected for end of 1st QTR FY 93.

3.
The basis for establishing the Army’s new metrics policy is contained in DoDD 5000.1 and DoDI 5000.2, both dated 23 Feb 91.  These DoD policies stipulate that thorough T&E be conducted to determine system maturity and to identify areas of technical risk.  Metrics will be used to effect necessary discipline of the software development process.  Currently, weapons systems (identified as materiel systems computer resources (MSCR)) follow procedures outlined in DoDD 5000.1.  Those systems identified as automated information systems (AIS) will be acquired IAW DoDD 7920.1 which is currently under revision.

4.
Implementation of the new Army software metrics guidelines will apply to all Automated Information Systems (AIS) Classes 1 through 4 for which software is being developed or modified.  Implementation of these same requirements will apply to (Acquisition Categories) ACATS I through III materiel or weapons systems for which software is being developed or modified.

5.
All programs which have not reached Milestone II approval by the date of this memorandum must comply with the new metrics policy.  “Grandfathering” from the STEP metrics will include the following considerations:


a.
All programs containing software which have obtained Milestone II approval.  However, they must input whatever metrics are being used in their already existing format.


b.
The milestone decision authority (ASARC/MAISRC) may require the application of a subset of the STEP metrics for systems beyond Milestone II.


c.
Waivers from the metrics policy will be submitted to this office and approved by the ASARC/MAISRC decision authority.

6.
Inquiries should be forwarded to the following points-of-contact:


a.
Software T&E Policy:  TEMA — Dr. John Foulkes, coml 695-8995, DSN 225-8995.


b.
Software Metrics/Metrics Training:

OPTEC — Mr. Raymond Paul, coml 703-756-1817, DSN 289-1817.

7.  ODISC4 point-of-contact is Ms. Adele McCullough-Graham, coml 703-614-2422, or DSN 224-2422.

Walter W. Hollis



Deputy Under Secretary
of the Army (Operations Research)





Peter A. King

Lieutenant  General, GS

Director  of  Information  Systems for  Command, Control, Communications and Computers

EDITORS NOTE:  Following list are the metrics prescribed by the preceding memorandum.
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OBJECTIVE

1

SCHEDULE

Track progress vs. schedules

2

COST

Track software expenditures

3

COMPUTER RESOURSE

UTILIZATION

Track planned vs. actual size

4

SOFTWARE ENGINEERING

ENVIRONMENT

Rate contractor environment

5

DESIGN STABILITY

Track design changes and effects

6

REQUIREMENTS

TRACEABILITY

Track requirements to code

7

REQUIREMENTS STABILITY

Track changes to requirements

8

FAULT PROFILES

Track open vs. closed anomalies

9

COMPLEXITY

Assess code quality

10

BREADTH OF TESTING

Track testing of requirements

11

DEPTH OF TESTING

Track testing of code

12

RELIABILITY

Monitor potential downtime due to

software
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SUBJECT:
Air Force Software Release Policy
DATE:
July 23, 1993


It is DoD acquisition policy to reuse software to maximum extent possible.  To facilitate the reuse process, policy on releasing Air Force software is needed.  Currently software is being released by software libraries and software developing agencies.  The attached policy and memorandum of agreement provides policy and guidance to releaser and releasee to help further the reuse of software while informing both parties of Air Force policy and hopefully avoiding incidents of inappropriate release.  The attached policy is effective immediately.
FOR THE CHIEF OF STAFF

CARL G. O’BERRY, Lt Gen, USAF

DSC/Command, Control,

Communications, and Computers

ATTACHMENTS:

1. Distribution List

2. Software Release Policy
POLICY STATEMENT AND MEMORANDUM OF AGREEMENT FOR THE RELEASE OR DISCLOSURE OF US AIR FORCE-OWNED OR DEVELOPED COMPUTER SOFTWARE

BACKGROUND


The decision to release or disclose software that is owned or has been developed exclusively with Government funds by the United States Air Force (USAF) is under the jurisdiction of the office of primary responsibility (OPR) for the software.  The approval authority may be at a higher level depending upon the recipient (e.g., approval authority for foreign release is OSAF/IADD).  When not for foreign release, but the OPR is in doubt regarding the release of software, he or she may forward the request to HQ USAF/SCX for resolution.


After deciding to release the software, the OPR shall require the requester to sign this memorandum of agreement.  (The only exception is Cooperative Research and Development Agreements, which shall have their own release terms and conditions.)  Note:  The Government is entitled to royalty-free use of any Air Force-owned software that it releases.

POLICY STATEMENT
1.
It is USAF policy to release software that it has developed exclusively with Government funds or otherwise owns.  The preferred method is through a software reuse library like the Central Archive for Reusable Defense Software (CARDS) or the Defense Software Repository System (DSRS).  USAF-owned software, or that which is de​veloped exclusively with Government funds, can also be provided under the Government Furnished Property provisions of the con​tract.  Note that the Defense Federal Acquisition Regulation Supplement (DFARS) states that when the Government has unlimited rights in computer software in the posses​sion of a contractor, the Government will not pay for the use of such software in performance of Government contracts or for the later delivery to the Government of such computer software, provided, however, that the contractor shall be entitled to compensation for converting the software into the prescribed form for reproduction and delivery to the Government.  In addition to adhering to the contract provisions, the contractor also must sign this memorandum of agreement.

2.
There are other situations when the USAF releases software to an organization with which it does not have a contractual arrangement.  In such situations, the recipient must sign the memorandum of agreement.

3.
The USAF must ensure that it is not held liable for any failure of the software or maintenance thereof.  This policy also applies to USAF software deposited in all software reuse libraries.  As such, the OPR must ensure that reuse libraries use this memorandum of agreement, or equivalent, when releasing software donated to the library by the USAF.

4.
The decision to release or disclose software shall be based on review of all significant factors including, but not limited to, security, Military Critical Technology, royalty ar​rangements, potential for Cooperative Research and Development, Depot Business Strategy, or pre-existing license agreements.

MEMORANDUM OF AGREEMENT
1.
I/we the undersigned, on behalf of the Requesting Organization listed below (hereafter referred to as the “Requester”), request release of USAF software and understand and agree to the following:

a.
NON-DISCLOSURE AGREEMENT.  (Applies to commercial components with limited or restricted rights accessed through Government reuse libraries).  The Requester requests some or all of the following from ____________ (insert the name of the specific Government Reuse Library):  data, technical data, computer software, computer software documentation, computer programs, source code, firmware, and other information of like kind, type or quality, either commercial or non-commercial, all of which may be subject to limited rights, restricted rights, Government purpose license rights, patents, copy rights, trade secret rights, or other confidential or proprietary constraints (collectively, the “Data”).  In consideration therefore, the Requester agrees:

1)
that the Data shall be used only for Government, non-commercial or non-profit purposes;

2)
to strictly abide by and adhere to any and all restrictive markings placed on the Data, and the Requester shall not knowingly disclose or release the Data to third parties who are not engaged in work related to Government, non-commercial, or non-profit purposes;

3)
that any restrictive markings on the Data shall be included on all copies, modifications, and derivative works, or any parts or portions thereof, in any form, manner or substance, which are produced by the Requester including but not limited to incorporation of the Data into any other data, technical data, computer software, computer software documentation, computer programs, source code, or firmware, or other information of like kind, type or quality.  In all such events, Requester shall clearly denote where such Data initiates and concludes by use of annotations or other standard markings.

b.
WAIVER OF WARRANTIES AND LIMITATIONS OF DAMAGES AGREEMENT.  The requester and the Approving Authority agree that:

1)
no guaranties, representations, or warranties either expressed or implied shall be construed to exist in any language, provision, or term contained in these materials or in any other documentation provided herewith (all such items are collectively referred to as the “Agreement”), and furthermore, the releasing organization disclaims and the requester waives and excludes any and all warranties of merchantability and any and all warranties of fitness for any particular purpose;

2)
the Requester shall obtain from the releasing organization all of the “Data” (Defined in the Non‑Disclosure Agreement above), or any other products or services contemplated by the Agreement, in an “as is” condition;

c.
The Requester’s use of the Data shall not prevent the Government from releasing the Data at any point in the future.

d.
The Requester shall not offer the released Data or any modified version thereof for resale to the Government, in whole or as part or subpart of a Government deliverable, without explicitly stating that he is doing so by providing certification documentation (e.g., Section K of the Government Solicitation) to the contracting officer before contract award.

e.
The Requester may use the released Data in a contract with the Government, but understands that the Government shall not pay the Requester for rights of use of such Data in performance of Government contracts or for the later delivery to the Government of such Data.  The Requester may be entitled to compensation for converting, modifying, or enhancing the Data into another form for reproduction and delivery to the Government, if authorized under a contract with the Government.

f.
The Requester is not entitled to any released Data that are subject to national defense security classification or the proprietary rights of others.  The Requester shall report promptly the discovery of any such restricted Data to the USAF release approving authori​ty below, and will follow all instructions concerning the use, safeguarding, or return of such Data.  The Requester shall not copy, or make further study or use of, any released Data later found to be subject to such restrictions.

g.
As required, the Requester shall be responsible for compliance with any proscriptions on foreign disclosure of the released Data (contained, for example, in the Department of State International Traffic in Arms Regulations or the Department of Com​merce Export Administration Regulations).

h.
There may be a fee to cover the copying and shipping of the Data and any documentation.

i.  The Requester and the Approving Authority intend that all agreements under this Memorandum of Agreement shall be governed by the laws of the United States of America.

[image: image4.wmf]NAME OF REQUESTOR

NAME/TITLE OF USAF APPROVING AUTHORITY

Requesting Organization/Address

City, State, Zip Code

Signature of Requestor and Date

Air Force Organization/Address

City, State, Zip Code

Signature of USAF Approving Authority and Date


23 OCT 93


CSAF WASHINGTON DC//CC//


ALMAJCOM-FOA//CC//

INFO
ALMAJCOM-FOA/SC

UNCLAS

SUBJ:
C4I SYSTEMS POLICY AND STANDARDS

THE USAF/SC IS THE AIR FORCE C4I SYSTEMS FOCAL POINT WITH RESPONSIBILITY FOR C4I SYSTEMS POLICY, STANDARDS, AND ARCHITECTURE.  USAF/SC IS ALSO IMPLEMENTING A STRATEGIC PLANNING PROCESS (SPP) TO GUIDE C4I SYSTEM INTEGRATION AND ENSURE FUTURE DEVELOPMENT AND ACQUISITION EFFORTS ARE CONSISTENT WITH DOD AND JOINT POLICY.  THE SPP WILL PROVIDE ARCHITECTURAL VERIFICATION, VALIDATION, AND ACCREDITATION THROUGH A PERMIT SYSTEM SIMILAR TO THE BUILDING CODE/PERMIT/ INSPECTION PROCESS USED BY BUILDING ARCHITECTS.  NEW AIR FORCE C4I SYSTEMS POLICY AND STANDARDS DIRECTIVES ARE IN STAFFING.  CURRENT AIR FORCE GUIDANCE REMAINS IN EFFECT UNTIL THE DRAFT DIRECTIVES ARE APPROVED.
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